*SMBH Security*

1. Set tow **Session** for each Admins users && Normal Visitor .

<HTML>

1. Filter all input Labels from Visitors & Admins in <HTML> , maybe that will be better if set **fixed Rolls** and Coby it or put it in jQuery!!.

<?PHP ?>

1. Filter All inputs also in PHP Code, Put The Rolls in Variables ($text, $email, $number)in special PHP Page and include it in the pages.

Data Base

1. Re-Study DB Tables Fields (Data Tybe)!! .
2. DB and Tables Briefcases name.
3. Backup system.
4. Study hides DB Connect php file good.
5. Maybe I can use tow connect file with tow different users in DB with different Permissions For Visitors and Admins.
6. Build Triger For fishy (مريب) inputs in DB Ex. Large number from items or comments from one user in same day !! .

Against the Robot

1. Use security input from Canvas Photos, against the robot during the first registration und password change.

System Emails

1. Active Emails for the new users .
2. Password Change possibility for users by email technique.